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The average cost per 
record breached is 

158$

of all successful cyber 
warfare attacks are 
executed through the 
human element within 
your organization.

Exploiting your employees by 
leveraging social engineering 

practices to penetrate an 
organization is a more effective and 
easier way to attack than injecting 

malware into the organization’s 
computers  

26%

Hackers & Insiders 

4.77M$

When hackers break in or 
insiders leak data out, the 
per-record cost is 170$ or 

4.77M$ per incident

Nearly 90%

is the likelihood of a breach 
happening over 

24 months

Facts
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We believe in EDUCATION

o Educating your employees to be cyber aware at home will 
make them act the same at work

o Awareness is changing your organizational culture to a 
secured one

o Every employee should be an active cyber agent

o Sustainability is the key

o Awareness is the best way to enlist your employees – Be on 
their side and they’ll be on yours

o If you are CISO - Awareness is the best way to PR your work



CORPORATE CYBER AWARENESS: BASIC APROACHES

YOU NEED TO ENLIST YOUR 
EMPLOYEES

MAKE THEM ACTIVE CYBER 
AGENTS 

In order to cope with cyber threats and defend the organization



Program: WHAT TO BE INSIDE IN?

o Module  1:  Introduction  to  Cyber  Security  (Opportunities  and  
Threats. The  Human  as  the  "Weakest  Link"  of  the  Organization) 

o Module  2:  Getting  Familiar  with  the  Topics (Passwords, 
Browsers, Social  Networking, Email etc)  

o Module  3:  "The  Way  In"- in  depth  

o Module  4:  The  Threats  

o Module  5:  What  to  Secure 



MOBILE PHONE

PERSONAL CYBER AWARENESS: MUST KNOW

INTERNET AND WIFI

CHANNEL COMMUNCATION  
PROTECTION

USIN SECURED PROGRAM 
AND APPS

SOCIAL ENGENEERING 
RESISTANCE 

Active cyber agentsMESSENDGERS AND 
SOCILA MEDIA



Lectures Suppliers

Employees/Management

Customers

LECTURES, ATTACK SIMULATIONS, GAMIFICATION TRAINING 



Who we are?

.

With over 20 years of experience, 
HackerU is Israel’s flagship
Cyber-Security Training Institute,
specializing in cyber and
information security, as well as in  суber
pentesting /consulting in cyber  and IT.

Accredited Training Center



o Gaming – Example of Cyber awareness training



anna@hackeru.com

www.hackeru.pro

Тhank you! Questions?

mailto:anna@hackeru.com

