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COMPANY'’S CYBER SECURITY DURING REMOTE WORK

Cybercrime becomes one of the current issues for companies during this period.
The number of phishing attacks on organizations increased by 30% over the past
two months. Communications move from the corporate to personal networks of
employees. They can also use their personal devices for work tasks. As a result,
control over the actions of employees may decrease, as well as the abilities for the
prompt incident response.

At the webinar we will discuss:

- How cybercriminals leverage the topic of the global pandemic
- What challenges are relevant for businesses

- The features of remote work and cyber security threats

- Basic rules of cyber hygiene.

Speaker: Ruslan Yusufov, Managing partner, Mindsmith

SECURITY DURING UNCERTAINTY. CREATION OF OPPORTUNITY OF
CONTINUOUS AND SECURE REMOTE WORK WITHIN THE FRAMEWORK OF
ALL BUSINESS

At the webinar we will discuss:

- Business Continuity - tightening control over business continuity, including the
likelihood of massive sick leave, restrictions on movement, and large-scale
transition to remote work.

-Adaptive security - the introduction of new information security processes,
providing access from untrusted networks, protecting remote devices and access,
automating the detection and response to threats.
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Speaker: Andrey Timoshenko, Head of Information Security Practice, Accenture
Russia

13:00 — 13:20 COMPANY'S CYBER RISKS IN CONNECTION WITH A REMOTE WORK:
LEGAL RECOMMENDATIONS

Speaker: Maria Moish, Associate of IP / TMT Practice, Egorov Puginsky Afanasiev
& Partners

13:20-13:30
Q&A

Working languages: Russian. Translation into English will be provided upon prior request

Contact person: Silnitskaya Olga, AEB Committee coordinator, tel.: (495) 234-27-64,
ext.119; olga.silnitskaya@aebrus.ru
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